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Risk List
1. Introduction

1.1 Purpose

The purpose of the Risk List is to support the development of the Database Visualizer, henceforth “dbViZ” System by documenting potential risks, their magnitudes, and mitigation strategies. 

1.2 Scope

This risk lists addresses the entire dbViZ project.

1.3 Definitions, Acronyms, and Abbreviations

See glossary

1.4 References

None

1.5 Overview

The risks known at the publication date of this document are listed below, along with mitigation strategies for each risk.

2. Risks

2.1 Project Risk:  Hard Deadline 

2.1.1 Risk Magnitude

Severe

2.1.2 Description

Two hard deadlines are built into this project by its scholastic nature.  Given these deadlines functional requirements may not be met.

2.1.3 Impacts

An incomplete product, a bad grade, end of project in December.

2.1.4 Indicators

Falling behind in the Software Development Plan.

2.1.5 Mitigation Strategy

Hard and fast milestones are being established so we can complete the breadth and the depth needed to fulfill the requirements.

2.1.6 Contingency Plan

If project falls too far behind, the developers will begin to spend more time developing dbViZ, sacrificing some documentation.  If this does not remedy the situation, the Architect will quit his day job in order to devote even more time to dbViZ.
2.2 Project Risk: Manager’s non-presence
2.2.1 Risk Magnitude
Average
2.2.2 Description

We are following RUP process and in this process Manager plays a key role in keeping all documentation and general direction for the project. So Manager role is a key, responsible role in the project management. 
2.2.3 Impacts

Waste of time if the other project members understand and dispense the responsibilities and another general loss of direction in project management.
2.2.4 Indicators

No work or very little work accomplished, assigned people not performing because of no answerability in absence of the manager.
2.2.5 Mitigation Strategy
There should be a proxy Manager who is always aware of the work done from the manager point of view, or more than one person as the manager.
2.2.6 Contingency Plan
Somebody take the responsibility of manager and in a short notice at the cost of his/her work, does the work actually meant for the manager
2.3 Project Risk: Distributed nature of the development team
2.3.1 Risk Magnitude

Average to Severe
2.3.2 Description

The team involved in the project development is distributed over the globe. The means of communication is the IRC.  In this setup there can be no guarantees of the nature of the work done by the team members and especially discussions regarding the project and its features is highly hampered.
2.3.3 Impacts

There can be multiple visions and perspectives of the project and people can be working on their vision. This can cause delays because the difference in opinions takes a long time to resolve over the restrictive means of communication.
There can delays in response because of the time difference.
2.3.4 Indicators

More work done in streamlining multiple perspectives, or resolving the difference in opinion. Also time gets wasted if the documentation reflects multiple perspectives/opinions and they have to be streamlined. 
2.3.5 Mitigation Strategy

More meetings if the manager discovers that there is a market difference in opinions. Other team members in small groups without any agenda discuss over chats/emails and get clarification of general/specific issues.
2.3.6 Contingency Plan

All the documentation and development is streamlined by the Architect and rest of the team members told to follow those standards.
2.4 Project Risk: A good diagramming API not found
2.4.1 Risk Magnitude

Moderate to High

2.4.2 Description

We need a decent diagramming API which can dovetail into our design and can draw E-R as per our requirements, also which needs least amount of configuring to read the appropriate information for drawing which is the stored schema information in our case.  There is a risk because of the alternatives need to be found first and then analyzed costing us time and effort which can be recorded or accounted for
2.4.3 Impacts

Time consumption and a not so good programming tool compromise the quality of our product. Or a wrong choice of the Graphics API tool
2.4.4 Indicators

Lack of knowledge and expertise in this field by all is an indicator of this risk being present else we would have had the Diagramming API selected and analyzed by the team members.
2.4.5 Mitigation Strategy

To mitigate the risk, we search for an API early and track the status.  When we find candidates, we'll run experiments on them to evaluate them.

2.4.6 Contingency Plan

It’s imperative that we have either have a good drawing API or else we will have to create one costing us even more time.
2.5 Project Risk: We cannot write a very robust SQL parser

2.5.1 Risk Magnitude

Moderate to High

2.5.2 Description

Our application has the simplest case of being able to read the schema from the SQL file. But for that we need to write an SQL parser. Writing the parser requires skill and time, and more importantly the completeness which is very difficult to achieve at our level.
2.5.3 Impacts

Our product does not support or support SQL of very low level of complexity.
2.5.4 Indicators

The SQL parsing not done at a particular time determined.
2.5.5 Mitigation Strategy

To mitigate the risk, we will start with a very simple/primitive SQL parser and add functionality gradually.
2.5.6 Contingency Plan

We support very low level complexity SQL files so that the completion of prototype is achieved rather than completeness of the parsing.
2.6 Technical Risk:  Staff Inexperience

2.6.1 Risk Magnitude

Moderate

2.6.2 Description

Only eight developers are available to work on this project.  In addition these developers were not chosen to fulfill any needed technical requirement and some do not know the projects core technologies. 

2.6.3 Impacts

An incomplete or sloppy product, a bad grade, end of project in December

2.6.4 Indicators

Falling behind in the Software Development Plan due to a ramp up time, poor coding due to inexperience

2.6.5 Mitigation Strategy

Experienced developers will tackle the most difficult programming tasks giving the less experienced developers a chance to ramp up with simpler tasks.

2.6.6 Contingency Plan

The experienced developers will switch from administrative tasks to development tasks.

2.7 Business Risk:  Trademark Name Infringement

2.7.1 Risk Magnitude

Moderate

2.7.2 Description

A product known as dbVisualizerTM already exists and is trademarked by Minq Sofware.

2.7.3 Impacts

A law suite, a cease-and-desist order, a forced name change.

2.7.4 Indicators

None

2.7.5 Mitigation Strategy

Trademark our name “dbViZ” before any legal battles can ensue
2.7.6 Contingency Plan

Switch our product to another name “dbViZ”  like we have done. 
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